
Report it and get help at:
Cybertipline.org
Call 911 for emergencies
or 988 for crisis support
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Kids are increasingly at risk from online threats. 
This includes misuse of personal photos, 
AI-generated 'deepfakes', and scams used to 
trick them. 
No child is responsible for being deceived.
They deserve protection, not blame. 
Flip this card to learn more and how to take action.
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Scan the QR Code
for a video on 

responding to harmful 
online behavior



Risky images don't need to be sent. 
They can be created...without consent.
• AI-generated images carry the same weight as an 

image that was taken.
• Kids are targeted. Private images being shared can 

feel embarrassing, or shameful.
O�enders might demand money, images, or 
harmful actions
• Compliance will only invite more demands.
• Stop the communications, block the o�ender, and 

tell someone!
Review your household's online safety rules and plan
• Talk openly and o�en about what your child 

does online.
• Check privacy settings and review 

friends/followers lists.
• Teach kids never to share private info or images.
• Establish an “Exit Plan” for unwanted contact.
• Identify an adult whom the child trusts to tell.

Hope you are

      never here!
#StartTheConversation

Find out more about
these concerns at 
www.icactaskforce.org/
internetsafety

Make sure they know they can reach out for 
help at any time of day or night, no matter 
the situation.


